
We want to inform you of nationwide text message scams in which
fraudsters impersonate state agencies, including the Kansas Division
of Motor Vehicles (DMV) and the Kansas Department of
Transportation (KDOT). These text messages falsely claim recipients
owe unpaid tolls and are sent at random to individuals in an attempt
to steal personal and financial information. Please note that Kansas
tolls are never collected through unsolicited texts, instant
messages, or emails.
DriveKS is Kansas' official toll payment system, operated by the
Kansas Turnpike Authority. Official communication regarding unpaid
tolls or account status will direct you to log into your secure DriveKS
account or contact customer service directly. You receive this
communication if you've established a DriveKS account and opted in
to notifications, either through self-service channels or when
contacting DriveKS customer service. You control your
communication preferences and can opt out at any time.

What to do if you receive a scam message:
Do NOT click on any links in the text message.
Do NOT provide any personal or payment information.
Delete the message immediately.

Text message scams such as these are successful because they
attempt to scare people into acting quickly, often using language
like ‘final notice’ or referencing threatening penalties.


